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Level 2
Duration 6 hours (face-to-face or videoconferencing)
Credits / Points 6

Aim

To provide students with an understanding of information security
from an organisational point of view (risk management, ISMS,
GDPR...)

Target Public

This course is for anyone needing to gain a better understanding of
information systems security.

Prerequisites

There is no pre-requisite qualification

Progression

Further qualifications in this field may be developed.

Learning Outcomes

Learners will be able to:

Master the fundamental concepts of information systems security.

Understand the risk-based approach.

Understand the principle of an information security management
system (ISMS).

Understand the challenges of the most relevant regulations like
General Data Protection Regulation (GDPR) and NIS2 and their
links with information security.

Discover the main technical and organisational security measures.

Related Guidelines

10S;115;13S

Assessment

A practical and/or written assessment designed for minimum of 30
minutes

Qualifications

Attest

CFPA-E 1.46 Organisational basics of information security, Risk Management Group, Version 1, Oct

2025




