|  |  |
| --- | --- |
| **1.40 Intruder Alarm Systems** | |
| Level | 3 |
| Duration | A minimum of 18 hours |
| CFPA-E Points | 18 |
| Aim | To provide learners with knowledge of local codes and guidelines as well as the ability to examine the technical components and differentiate between various intruder alarm systems |
| Target Public | Individuals that need basic understanding of intruder alarm systems e.g.:  - appointed responsible persons for security in companies, organisations and authorities  - security consultants and planners  - employees of insurance  - police authorities  - private security companies  The course can also be used as an introductory course for new staff members of manufacturers, distributors and installers of security techniques |
| Pre-requisites | None |
| Progression | Courses from the CFPA qualifications framework to broaden knowledge at Level 3 or progress to more in-depth courses at Level 4 |
|  | |
| Learning Outcomes | Upon successful completion of the course learners will be able to: |
|  | Relate local and international codes and security guidelines to intruder alarm systems |
|  | Appraise the advantages and limitations of different intruder alarm techniques and equipment. Make recommendations for the preferred system in any particular example |
|  | Integrate the appropriate intruder alarm system into a new or existing security concept |
|  | Examine systems and components of intruder alarm systems. Analyse, compare and contrast their use |
|  | Implement and manage the relevant maintenance and documentation guidelines. |
|  | Organise processes to ensure the systems are properly maintained to the relevant standard |
|  | |
| Related Guidelines | 5 S; 8 S |
| Assessment | A practical and / or written assessment in the area that is designed for 30 minutes in duration |
| Qualifications | Attest |