|  |
| --- |
| **1.38 Physical Security Techniques**  |
| Level | 3 |
| Duration | Minimum of 18 hours |
| CFPA-E Points | 18 |
| Aim | To provide learners with knowledge of local codes and guidelines as well as the ability to examine the technical components and differentiate between various physical security techniques |
| Target Public | Individuals that need basic understanding of physical security systems such as:- Responsible and nominated persons for security in companies, organisations and authorities- Security consultants and planners- Employees of insurers- Police authorities- Private security companiesThe course can also be used as an introductory course for new staff members at manufacturers, distributors and installers of security equipment and techniques |
| Prerequisites | None listed |
| Progression | Courses from the CFPA qualifications framework to broaden knowledge at Level 3 or progress to more in-depth courses at Level 4 |
|  |
| Learning Outcomes | Upon successful completion of the course learners will be able to: |
|  | Relate relevant local and international codes and guidelines to physical security techniques |
|  | Appraise the advantages and limitations of different physical security techniques |
|  | Integrate the appropriate physical security system into a new or existing security concept |
|  | Implement and manage the relevant maintenance and documentation guidelines |
|  |
| Related Guidelines | 4 S |
| Assessment  | A practical and/or written assessment in the area that is designed for 30 minutes in duration |
| Qualifications | Attest |